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1.	Will this product store, process or transmit HIPAA (Health related) 
[bookmark: Check1][bookmark: Check27][bookmark: Check2]information?								Yes |_|  No  |_|

2.	Will this product store, process or transmit Privacy Act
[bookmark: Check3][bookmark: Check4]	Information? 								Yes |_|  No  |_|

3.	Will this product store, process or transmit Indian Trust 
[bookmark: Check5][bookmark: Check6]	Information?						  		Yes |_|  No  |_|

[bookmark: Check7][bookmark: Check8]4.	Will this product store, process or transmit financial information?  		Yes |_|  No  |_|

5.	Will this product store, process or transmit data that originated 
[bookmark: Check9][bookmark: Check10]	from other Federal Government agencies?  					Yes |_|  No  |_|

6.	Will this product store, process or transmit law enforcement or
[bookmark: Check11][bookmark: Check12]	 investigation information? 						Yes |_|  No  |_|

7.	Will this product store, process or transmit sensitive or critical 
[bookmark: Check13][bookmark: Check14]	national fire program information? 						Yes |_|  No  |_|

8.	Will this application store, process or transmit information 
	regarding any litigation that BLM may be involved with,
[bookmark: Check15][bookmark: Check16]	past or present?  								Yes |_|  No  |_|

9.	Will this application store, process or transmit Human Resources
[bookmark: Check17][bookmark: Check18]	or confidential business information? 					Yes |_|  No  |_|

[bookmark: Check19][bookmark: Check20]10.	Is this product new to the national baseline?  				Yes |_|  No  |_|

11.	Will this product make connections to entities
[bookmark: Check21][bookmark: Check22]	external to the BLM network?						Yes |_|  No  |_|

[bookmark: Check23][bookmark: Check24]12.	Will this product be used as an IT Security Tool?	  			Yes |_|  No  |_|

13.	Is this a major upgrade to an application already
[bookmark: Check25][bookmark: Check26]	on the national baseline?							Yes |_|  No |_|

*14.	Will this application require any configuration changes to the BLM Federal 
	Desktop Core Configuration (FDCC) Security Policy Settings?		Yes |_|  No |_|

* If any configuration changes are required to the FDCC Security Policy Setting, the Product Manager or the requestor must submit the changes to the Bureau Chief Information Security Officer (BCISO) for approval.

NOTE: Information regarding the FDCC Security Policy Settings can be viewed by clicking on the following link: http://www.whitehouse.gov/omb/memoranda/fy2008/m08-22.pdf

If any question received a “Yes” answer, then consideration must be given for this product to go through the National Test Lab for testing.   A “Yes” response requires filling out the IT Security Product Evaluation Questionnaire  to obtain more information on the product. 
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