  
	
	For CM use only

	NIFC BLM
Configuration Management
Local Change Request (CR)

	1. CR Number

	
	2. CR Revision:

	3. Requestor Name:

	4. Phone Number:
	5. Fax Number:
	6. Office Code:
	7. Email Address:

	8. Supervisor Signature:
	9. Phone Number:

	10. Email Address: 
	11. Date:



	12. Requested Change:




	13. What is the business requirement necessitating this change?  Identify the user group.:




	14. Accreditation Boundary (if known.  Examples include NIFCENET, BLM GSS, IQCS, LAWNET):




	15. What would be the impact if this change is disapproved?





	16. Estimated Cost of Change (i.e. product license cost, cost to purchase software, etc.)

	17. Comments (list  any attachments, product website, any other relevant information):






	
	For CM Use Only

	18. Recommendation/Solution:




	

	19. Priority for Review:

Priority

Class

Risk


	20. Business Impact:




	21. Items Affected:

	21A. Documents:


	21B. Hardware:
	21C. Software:
	21D. Other:



	
	Disposition Authority

	22 Date:

	23. Title/Signature
	24. Action


	25. Comments:





14-Apr-10			NIFC CR 1-1




1

	Change Request Description

Block 1: CR Number.  Leave blank, the local Configuration Manager will assign this number.

Block 2:  CR Revision.  Leave blank, the local Configuration Manager will assign this number.  This field is completed if there is an existing CR being processed and there is a change needed for that CR.

Block 3:  Requestor.  Enter your name.

Block 4:  Phone Number.  Enter your telephone number.

Block 5: :  Fax number.  Enter your fax number.
 
Block 6:  Office Code.  Enter your office code.

Block 7:  Email address.  Enter your electronic mail address.

Block 8:  Supervisor’s Signature.  Have your supervisor sign the form.

Block 9:  Phone Number.  Enter supervisor’s phone number here.

Block 10:  Email address.  Enter supervisor’s electronic mail address.

Block 11:  Date.  Enter the date here.

Block 12:  Requested Changed.  Briefly describe the change.  For instance, upgrade software, modify document to include installation instructions for new systems, etc.

Block 13: What is the business requirement necessitating this change?  Describe the business requirement that is making it necessary to make this change to the existing software or hardware.  

Block 14:  Accreditation Boundary, if known.  Will this software/hardware be used as part of the BLM GSS, NIFCENET, IQCS or LAWNET?

Block 15: What would be the impact if this change is disapproved?  Briefly describe the impacts to the BLM if the change is disapproved in the terms of cost, information exchange, safety, security, etc.

Block 16: Estimated Cost of Change (i.e. product license cost, cost to purchase software, etc.)  What is the dollar amount that this change will cost?

Block 17:  Comments (list any attachments).  This space is provided to include any supporting information deemed necessary or helpful.  Any attached documentation should also be listed here.

The following blocks are for CM use only.

Block 18:  Recommendation/Solution.  The local board or Configuration Manager reviews the change request, recommends acceptance of proposed solution or recommends an alternative solution.

Block 19.  Priority for Review.  There are three priority levels for review: Priority 1–Urgent determined by impacts to the BLM, Priority 2- Fast track usually reserved for existing systems, Priority 3- Standard usually reserved for new systems under ITIB review.  Enter the appropriate priority level.   Priority for review is also  determined by system and application class, and risk level.    Classes assist Configuration Managers with a quick assessment on the population impacted:  Class  1 -- BLM National Systems, Class  2 -- Departmental Systems, Class  3 -- Multi-use State Systems,  Class 4 –  Statewide systems, Class 5 – Office systems, and Class  6 – Group systems.   Enter appropriate class level.  Risk levels are represented by High Risk - assigned to software and application systems that pose security risks, threaten security of financial data or  may compromise the network infrastructure (servers, routers and desktop systems).  High risk may cause a rescheduling of other activities. Medium Risk – assigned to existing software and applications undergoing upgrade, bug-fixes.  Low Risk-- assigned to new applications and COTS software under the ITIB, because they are undergoing evaluation, and testing and need approval from the ITIB after completion prior to deployment.   Enter appropriate risk level.

Block 20: Business Impact.  Configuration Manager must describe business impact based on prescribed information in blocks 9 through 14.

Block 21.  Under Items Affected check all that apply and indicate necessary action.  Some changes may impact hardware, software, or systems beyond the immediate change. Further information may be written in Block 25.

Block 21A: Documents.  Does any documentation need to be changed?  What documentation and how?

Block 21B:  Hardware.  If the change affects hardware, identify the system and the hardware.

Block 21C: Software.  If the change affects software, identify the software, the system and the change. 


Block 21D: Other.  Configuration Managers should list Configuration Items (CI) that fall outside of documents, hardware and software.

Block 22:  Date.  Enter date signed by Configuration Manager.

Block 23: Title.  Enter name of the Configuration Manager.

Block 24: Action.  Enter approved, approved with stipulations or disapproved.   One possible reason for approved with stipulations might be additional information required to meet configuration requirements.

Block 25: Comments.  Enter all comments here like stipulations for the requestor or for review by higher authority to make the decision, as well as comments carried over from Block 21.



